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Most organizations support deployments that include a variety of form factors including PC, Mac, 
iOS, Windows, and Android devices with users who work from the office, home, on the road, and 
in transit. Let’s face it – the standard has become whatever the user needs to perform their work 
efficiently and well.

For most IT administrators, this means towing the line between operating systems – flipping from 
one set of applications to another depending on the device, the desired action, and the user profile.

Absolute® Manage can turn this painful reality into a set of simple, automated processes using 
technology that will allow you to manage PC, Mac, iOS, Windows, and Android devices from a single 
console.

Cross-Platform Technology
Absolute Manage technology delivers authentic cross-platform capabilities. This means there is no 
need to invest in additional infrastructure. Instead, existing Mac or Windows servers and hardware 
components can be leveraged to manage either platform (or both). These cross-platform capabilities 
extend to IT administrators who can manage PC, Mac, iOS, Windows, and Android devices from a 
Mac or a PC, based upon their preference – for a single, consolidated skill set across the team.

Application & License Management
Track and manage installed applications and licenses on all the devices in your 
deployment:
•	 Load balance and minimize bandwidth usage
•	 Detect missing applications and remotely install them
•	 Repackage software installations and deploy in PKG and DMG formats
•	 Monitor usage, redeploy under-used applications, and prevent the launch of 

applications that exceed licensing
•	 Track installed apps on iOS and Android devices and use the AbsoluteApps 

component to securely host, remotely deploy, and distribute in-house 
applications

•	 Find, terminate, and remove unlicensed and unauthorized software

Security, Change & Configuration Management
Monitor and enforce your configuration policies and use the data to:
•	 Remotely filter and group systems and configurations based on OS and business 

function
•	 Restart, shut down, or put remote computers to sleep
•	 Execute files or scripts
•	 Manage corporate and government regulations
•	 Impose enterprise level security for iOS and Android devices (manage passwords, 

lock a device, wipe it clean to factory standards)
•	 Manage and deploy iOS device profiles (configure email, restrict apps, set up 

VPN, disable cameras, deploy web clips)
•	 Send messages to iOS and Android device users wirelessly and avoid SMS 

messaging costs
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Intelligent
Track installed applications and licenses, and 
redeploy underused licenses to maximize your 
inventory and avoid non-compliance fines. 
Find, terminate, and remove unlicensed and 
unauthorized software.

Automated
Efficiently manage all of your assets by automating 
time-consuming IT processes such as software 
distribution, patch management, asset inventory 
and imaging.

Cross-Platform
Enjoy ease of use and cross-platform capabilities 
using a single console to manage all PC, Mac, 
iOS, Windows, and Android devices in your 
deployment.
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“Absolute Manage has been an invaluable tool 
for enhancing our efficiency. It simplifies our 
daily management tasks, lets us to stay one step 
ahead when it comes to patch management and 
is critical in allowing us to maintain a lean IT staff 
without compromising the quality of our service.”

Michael Scarpelli 
Technical Support Manager 

La Jolla Institute for Allergy & Immunology (LIAI)
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System Requirements
Server – Windows
•	Absolute Manage: Windows® XP SP 2 or newer†

•	MDM: Windows Server 2003 or 2008, Microsoft 
Internet Information Services (IIS) 6.0 or newer, ASP.
NET 2.0, .NET 3.5

Server – Mac
•	Absolute Manage: Mac® OS X 10.5 or newer‡

•	MDM: Mac OS X 10.5 or newer; Property List Editor 
utility (optional installation package included with 
Mac OS X developer software)

Admin Console – Windows
•	Windows XP SP2 or newer

Admin Console – Mac
•	Mac OS X 10.5 or newer, Intel processor

Agent – Windows
•	Windows XP or newer†

Agent – Mac
•	Mac® OS X 10.3.9 or newer‡

•	Mac® OS X 10.2-10.3.8 (supported with specific 
Agent versions)

Mobile Client Platforms
•	iOS 4.0 or newer; Android 2.2 or newer; Windows 7 

or newer

† including Windows® 2008 Server & Windows 7® 
‡ including Mac® OS X 10.7 Lion™

Automated Patch Management
Don’t rely on end users to prevent viruses, worms, and other security threats from 
entering your network. Now you can:

•	 Centrally manage and install patches, tracking and reporting on the patch status of 
all managed Mac and PC systems

•	 Once a basic OS is installed, all required updates and patches for the Mac or PC will 
be automatically added

Computer Imaging
•	 Use an automated process to install a complete operating system and standard 

applications on Mac & PC devices
•	 Deploy a disk image to a Mac while it’s in use
•	 Automatically migrate user folders, network settings, and Directory Access 

settings so that upon reboot, users will find a new Mac OS with no interruption to 
productivity

Asset Inventory
•	 Gather hundreds of hardware and software data points from PC and Mac devices 

over the network
•	 Collect detailed information from iOS and Android devices, such as: serial numbers, 

MAC addresses, installed apps, and telephone numbers
•	 Export data into various file formats
•	 Integrate asset information into third party applications such as Microsoft SCCM and 

Web Help Desk

Power Management
Implementing an energy savings policy will improve your bottom line and conserve the 
planet’s resources:

•	 Build policies based on user behaviour and work schedules
•	 Assign defaults so the most energy efficient profile is enforced for maximum savings
•	 Analyze the data to determine your savings and to plan for greater efficiencies in 

the future

Absolute Manage Mobile Device Management 
Mobile device management is included with Absolute Manage. Or it can be purchased as a stand 
alone product (Absolute Manage MDM). Visit www.absolute.com/mdm for more information.


